
Login.gov (New Account User Registration) 

Registering for an Account 
1. Navigate to Login.gov  

2. The application will take you to the Login.gov sign in page. (See Figure 2). 

 

Figure 2 – Login.gov Login Page 

3. Select Create an Account. 

  

https://secure.login.gov/openid_connect/authorize?acr_values=http%3A%2F%2Fidmanagement.gov%2Fns%2Fassurance%2Fial%2F1&client_id=urn:gov:gsa:openidconnect.profiles:sp:sso:FRA:DOT-FRA-RSIS&nonce=$%7bNONCENONCENONCENONCENONCE%7d&response_type=code&state=abcdefghijklmnopabcdefghijklmnop&scope=openid+email&prompt=select_account&redirect_uri=https://safetydata.fra.dot.gov/Authentication/redirect


4. The Login.gov page will open its account creation process. (See Figure 3). 

 

Figure 3 - login.gov Create your account 

5. Provide your preferred e-mail address for Sign-in 

1. This should only be Non-DOT emails. 

2. The email used should be the email used to log into the various RSIS applications. 

6. Read the Rules of Use and Confirm by checking the box before Submitting. 

7. You will receive an e-mail confirming your registration. (See Figure 4). 

 

Figure 4 - Login.gov account confirmation window 



8. In your e-mail you will have a message with a selectable button and a hyperlink you may copy. 

(See Figure 5). 

 

Figure 5 - Login.gov Confirmation Hyperlink 

9. After using the button or hyperlink a browser window for Login.gov password setting will open. 

(See Figure 6). 

 

Figure 6 - Login.gov Password creations 



10. Please follow the guidance as describe on figure 7 and click on the “Continue” button.  

11. The login.gov registration will open the Authentication method setup. (See Figure 7). 

12. All users should use the Authenticator application along with the Login.gov password. 

 

Figure 7 - Login.gov authentication additional options 

  



13. Please provide a nickname for your authentication method (ex: FRA Auth App) (See figure 8). 

 

Figure 8 - Login.gov account name 

14. You will select the authenticator app/temporary code to sync credentials with the Login.gov 

account. 

  



15. Once your method is selected, please choose “add another method” (See figure 9). 

 

Figure 9 - login.gov add another method screen 

16. System will Open the authentication methods with your selected option displayed. 

  



17. If an authentication app is not possible, please select phone as your second method. (See Figure 

10). If you do not have a second method and your first method becomes unavailable, you may 

not be able to access the account without the help of Login.gov customer support which may 

exceed a single business day to resolve. 

 

Figure 10 - Login.gov Test or Voice Message method 

  



 

18. Confirm the method by selecting text or voicemail (Voice message is only available for North 

American numbers), and entering a valid 11-digit US number, or using the dropdown to select 

additional options for international numbers (See Figure 11). 

 

Figure 11 - Login.gov Text Message or Phone Call 

  



19. You will receive a call or text message with a six-digit confirmation number to enter into the 

browser. (See figure 12). 

 

Figure 12 - Login.gov text confirmation code 

  



20. Once your two methods are selected you can choose not to add additional methods by selecting 

“Skip for now” (See figure 13). 

 

Figure 13 - Add another method 

21. You will be presented with your account via the Login.gov account management screen (See 

figure 14), but at this point you are ready to use Login.gov to access your selected application.  

22. The page shown in Figure 14 is where you can associate other e-mails with the account, change 

your password, add authentication methods, and other options as well. 

 

Figure 14 - Login.gov account management screen  



23. Please note that additionally added e-mails will not replace your existing e-mail and will not be 

in effect until confirmed. (See Figure 15). 

 

Figure 15 - Login.gov second  

24. If you have multiple account e-mails used with FRA Applications linking them to one Login.gov 

account will consolidate them. 

25. Select the application you wish to access in the Login Page, (See figure 16). 

 

26. 
Figure - 16 Application Selection Page 

  



Accessing the application / Login 

Navigate to the application 

1. Navigate to DOT FRA Authentication App: Authentication Application 

2. On the landing page, in the Non-DOT Users card, click the Login button (See image below) 

 

Figure 17 - Universal FRA Landing page 

  

https://safetydata.fra.dot.gov/Authentication/


3. You are redirected to the Login.gov login page (See Image Below).

 
4. Users will use the authenticator application after entering their username and password. 

 

  



5. User will select phone or auth app second form authentication, (see figure 20), or (see figure 

21). 

 

Figure 20 - One time code 



 

Figure 21 – One text time code 

  



6. You will select the application you wish to access in the Login Page, (See figure 22). 

 

Figure 22 - Application Selection Page 

7. You may see a loading wheel the application and Login.gov validate your sign in ending with the 

selected FRA application opening, (see figure 23)  

 

Figure 23 – Part243 Application 

   



Who do I contact for any questions? 

For any assistance with the various RSIS applications, the preferred method is to email the RSIS 

Help Desk at RsisHelpdesk@dot.gov.  You may also contact by phone toll-free at (888) 372-

9393. 

  

Rob Siegfried 
robert.siegfried@dot.gov 
FRA, RDI-14 
202-493-6483   

 

 

mailto:RsisHelpdesk@dot.gov

